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Physical storage media, no matter it is a flash drive, CD / DVD drives, hard drive or 
solid state drive, have the unpleasant property of failure, and flash drives are still lost. 
And, as a rule, the device fails at the most inopportune time.  For a student, it can be 
the eve of passing a course work or diploma, for a programmer - a demonstration of 
the work of an important project, for the marketer hours and nerves, spent on the 
development of an advertising campaign, etc., each decides independently what 
information is important to him, and what can be risked.  What is most interesting is 
that we are aware of the importance of lost information after it has been lost, although 
this is not only true of information.  In fact, it took time to create a particular file, or 
some of the information, and time was known to be money.  So, at a subconscious 
level, we are afraid of losing money. Moreover, the second time may not be: a 
photographer who has been sitting for more than one day in an ambush, will not be 
able to photograph a rare animal a second time, the student may have a chance to re-
diploma, but not this year, and the marketer will have to look for another job after  as 
customers of the advertising campaign turn to competitors. 

 Given this, it is important to create a system that helps its users to back up their 
information.  This would greatly simplify the lives of those who possess important 
information, the loss of which would be a major problem for them. 
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